
	 	

Datasheet Overview of Microsoft Azure with Zerto Virtual Replication 5.0

With the release of Zerto Virtual Replication (ZVR) 5.0 Microsoft Azure is now supported as a target platform for Disaster 
Recovery as a Service (DRaaS) of your VMs and data. By utilizing ZVR 5.0 and Azure, the need to provision and manage your 
own disaster recovery site is removed altogether to enable significant cost savings. With enterprise-class features such as data 
loss in seconds, consistency groupings, recovery in minutes, no-impact failover testing, ZVR is the most powerful solution for 
DRaaS to Azure. This further extends the capabilities and platforms supported in the Zerto Cloud Continuity Platform TM, giving 
organizations more freedom and choice to maintain resilience as your IT evolves and business needs change.

 

 

What makes ZVR for Azure so special? 
ZVR 5.0 is the only solution that supports replication to 
Azure with the enterprise-class features required for 
scalable DR. Achieve RPOs in seconds, use Virtual 
Protection Groups (VPGs) for guaranteed consistency and 
recover files and VMs from increments in seconds to 
protect from logical failures or ransomware attacks, not just 
disasters.  Both VMware vSphere and Microsoft Hyper-V 
environments are supported for replication to Azure and 
with ZVR being storage-agnostic, you have complete 
freedom from hypervisor or hardware lock-in. 

 
 

What will I need? 
In Azure deploy a Windows D3 v2 VM to install a Zerto 
Cloud Appliance (ZCA) which handles all of the replication 
and recovery orchestration in Azure. Site connectivity must 
be provisioned using a VPN gateway, virtual network or 
ExpressRoute from the on premise Zerto Virtual Manager 
(ZVM) and Virtual Replication Appliances (VRAs) to the 
ZCA over a minimum 5Mbps link.  Nothing is required to be 
pre-installed in the protecteds VMs as Microsoft Azure 
drivers have been included in all Windows operating 
systems since Vista and Microsoft has a list of Linux OS 
supported in Azures. 






